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Cybersecurity Maturity Model Certlflcatlék( @MMC)

WHAT YOU NEED TO KNOW

=

The Cybersecurity Maturity Model Certification (CMMC) is a certification handled by the CMMC Accreditation
Board (CMMC-AB). They work directly with the Department of Defense (DoD) to-accredit organizations. The
goal of CMMC is to protect sensitive data created or possessed by the government or another organization on
the government's behalf. Such data is referred to as Controlled Unclassified Information (CUI) and Federal
Contract Information (FCI).

Becoming CMMC compliant can be a rigorous task. That is why the CMMC-AB vets and trains organizations to
ensure that they are qualified to guide other firms through CMMC compliance. At Alliant Cybersecurity, we are
a Registered Provider Organization (RPO) and are therefore certified to assist contractors and other companies
in becoming CMMC compliant.

CMMC compliance is required for any defense A lack of compliance results in the immediate
contractors or other vendors that currently work disqualification of request for proposals (RFPs).
with or wish to work with the Department of

Defense (DoD).
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